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Abstract. Oxsy team was founded in July 2002 for a graduation project of one
student, Sebastian Marian, in the field of Multi-Agent Systems [1], at the De-
partment of Computer Science of Lucian Blaga University (Sibiu - Romania).
After graduation he continued the work on this project and so was born Oxsy
team. As we started from scratch, our ideas, concepts and beliefs, was imple-
mented year by year and today, we are happy to see that we are on the right
way, as our team was growing in these years, more than we expected from the
beginning. If we will qualify to the competition, this year we’ll reach at the 17 h

participation, in RoboCup [4] Soccer Simulation League.
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1 Introduction

In July 2003 at RoboCup [4] competition, which was held in Padua - Italy, we won
the first round and for us it was a good surprise for first year of participation. Then, in
the next year, we participated in Lisbon - Portugal for the second time, and again we
obtained a good result (the 11th place). In 2005 in Osaka – Japan, we participated for
the third time and finally we entered in the first 8 teams of soccer simulation league,
as we won (the 8th place). In 2006 the competition was held in Bremen – Germany
and we won (the 7th place). In 2007 we went to Atlanta – Georgia (U.S.A), where we
obtained (the 5th place),  the same result  which we achieved in 2008 in Suzhou –
China. Finally, in 2009 in Graz, we entered in the first 3 teams in the soccer simula-
tion league, as we won (the 3rd place), the same result which we achieved in 2010 in
Singapore. In 2011 we came back from Istanbul - Turkey with (4th place). In 2012 we
were  in  Mexico  City,  where  we  had  a  bad  experience  as  we  made  some major
changes in our defensive system, and also many others  overall  our team strategy,
changes which was not very well balanced at that time, with all others characteristics
of our team, as we were not qualified for finals, from the second round groups. In
2013 we came back in top, as we won (the 6 th place), in Eindhoven – Netherlands. In
2014 the competition was held in Joao Pessoa – Brazil, and we entered on the stage
for the third time in our participation history, as we won again (the 3 rd place). In 2015
we won the 4th place as we played the semifinals in Hefei – China. In 2016 the compe-
tition was held in Leipzig – Germany, we missed the semifinals and we came back
with (5th place). In 2017 we came from Nagoya with (3rd place) for the fourth time in



our participation history. In 2018 the competition was held in Montreal – Canada and
we won the 4th place as we played in the semifinals. In 2019, unfortunately, our team
missed the competition which was held in Sydney – Australia. In 2020 the competi-
tion was not held due the pandemic situation but this year was decided that the com-
petition will be held exclusively online. As we already have a very good experience in
2D Soccer Simulation league, we hope that our new ideas and improvements will be
reflected in the competition where we will also test other tactical elements developed.

2   Using RSA accumulator  to  recognize  and handle  some past
situations  

2010 was the first year when we have involved the coach in our team strategy. Beside
of his classical attributions, of changing player types or recognizing opponent player's
type, which already were implemented, we felt that we can use it more efficiently, in
order to give some tactical advises during the game. As the coach has the privilege to
receive full visual information, without any kind of noise, we can use it to make an
opponent modeling. In fact, we believe that it is more important to adapt the strategy
during the game, instead of before it starts. We also think that importance of the coach
is not speculated very well right now, and maybe it will be a good point for research,
not only for our team, but also for all the teams involved in soccer simulation. So, on
one hand based on some typical neural networks [3], [5] that we developed to be used
by the coach in some specific way and on the other hand based on the power of the
coach, who has a full view of the whole field without any kind of noise, here is a re-
view of most important things that our coach performs today:

 Adaptive offside trap [2], in defensive phase [6], based on opponent’s attackers be-
havior modeling.

 Adaptive selection of the next action, in offensive phase, based on the starting clus-
ter and on its route scoring. 

 Creating more spaces behind the opponent defense line, by recognizing the pattern
of opponent’s defending style and also by finding theirs weak points, in this way
our offense clearly advised by the coach,  should creates  more chances to score
goals.

 Obtaining a good world model,  for  the opponent’s  players  positioning,  in both
phases of the game, depending of the game phase and the position of the ball,
which  will  be  useful  in  offensive  phase  for  the  pass  decision,  when the  world
model of the opponent’s players, generated by sensor information is incomplete,
and in defensive phase for the defending strategy, in the same situation of incom-
plete world model information of our opponent.

 Choosing the best position of our offenders, in spaces created between or behind
the opponent’s defenders, when the ball is controlled by a player from our team,
depending of the position of the ball.

 Deciding if we should use offside trap with current opponent.
 Changing our team shape in the field, to achieve some tasks which can not be per

formed, with opponent that we are facing, using actual formation positioning.

This year we decided to implement and use the RSA accumulator [7] in our strategy.
As it is a very novel domain we introduced it in something that could be very easily
observed and attested. So, for the first time we introduced RSA accumulator to help



us in changing our team shape in the field during the game, depending of the situation
and the opponent we are facing.

2.1 The RSA accumulator

The RSA accumulator is based on modular exponentiation with an RSA modulus. In
its simplest form, it works as follows. The accumulator key is an RSA modulus N =
pq, where p and q are strong primes [8], and a base x  ZN. The modulus should be at∈ ZN. The modulus should be at
least k bits, where k is the number of bits in the largest element that will be accumu-
lated. The accumulation function computes the accumulation value for a set P = {p1, .
. . , pn} of prime numbers as: 

acc(P) = x^(p1···pn) mod N (1) 
The witness-generation function computes the witness Wpi,P for element pi in P by
accumulating all elements of P except pi : 

Wpi,P = x^(p1···pi−1pi+1···pn) mod N (2)
Finally, the authentication function authenticates an element pi and a witness Wpi,P
with an accumulation acc(P) by testing: 

(Wpi,P)^pi ≡ acc(P) mod N (3)
Prime Representatives. It  is important to note that the inputs to this accumulator
must be restricted to prime numbers in order for it to be collision-free. Since most
practical uses of accumulators need to be able to accumulate arbitrary integer values,
it is necessary to compute a prime representative of each desired input to use as the
actual input for the RSA accumulator.

One method of computing prime representatives, proposed by Sander, Ta-Shma,
and Yung in [9] and described by Goodrich, Tamassia, and Hasi´c in [10], is based on
two-universal hash functions (introduced by Carter and Wegman in [11]). It involves
defining a two-universal function h(x) = Fx, where F is a k × 3k binary matrix, and
searching for a prime 3k-bit preimage of a k-bit element e by sampling O(k^2) times
from the set of inverses h^−1(e).

The second method of computing prime representatives was described by Bari´c
and Pfitzmann, also in [12]. They refer to it as the “RSA Accumulator with Random
Oracle,” but it is essentially the same as the standard RSA accumulator with a random
oracle prime representative generator.

2.2 Changing our team shape in the field using RSA accumulator

As we are facing during one game, with many different situations in both phases, de-
fensive and offensive, we must handle them correctly. This can be done if we will dy-
namically change our team strategy during the game. Changing our team shape is an
important element of the team strategy. Depending of the situation, defensive or of-
fensive, changing the shape it helps us to obtain better results than those which were
obtained before changing it.
For example if you are facing one team with a great ability of defending, or maybe
one that is defending with many players, you probably should come with many play-
ers in theirs own third in case you want to be sure, that you will be able to score
against it. In the same way, if you are facing with a good attacking team, maybe you
must reconsider your defense,  and probably you have to reshape your team if you
want to face  up on theirs many attacking situations.  The answer of this question:



Which is the best  shape in one given phase of the game?,  should come from the
coach, who has to analyze the game and come up with the best solution in any situa-
tion and moment of the game. 
Here we introduced this year the RSA accumulator to hold a “memory” of a good
handled situations. Actually we have two RSA accumulators, one for defensive and
one for offensive phase. What the coach actually does is that he is tracking the game,
and when a situation of defending / attacking is handled with success he will create a
map, where the key is the opponent action pattern clustered in some special structures
which are holding position transitions of each opponent player, and the value is the
current formation used, loaded from a predefined set of formations. This key is then
hashed in a byte array and added into the dedicated accumulator. One of the most im-
portant propriety of the RSA accumulator is that the inclusion or non-inclusion proof
of one set in the current accumulator can be done faster using Proof of Exponentia-
tion, based on Wesolowski’s proof. Simply explained, more details can be seen in the
Appendix A., the coach could easily determine if the current situation which need to
be handled is included or not in the accumulator. If it is included, he then can take the
value of this key, which is the formation that should be used in this situation. Using
this approach we observed a good improvement of our  team during some games,
when in some certain situations the coach changed the formation and adapted it dy-
namically to can handle better some almost identical past situations, included in the
RSA accumulator.

3 Future work

For the next future, we will involve our coach in many other issues, where the team
really needs his help. Even if the free form messages, are limited by count and periods
of sending, the power of the coach remains very important, as he can receive free-
noise information. In this way, he can analyze many important aspects of the games
and if he will deliberate based on these information, he can give valuable advice to his
own team. We must accept that right now, many teams involved in this competition,
adapt their strategy before the start of the game instead of while it is running. A team
will be more powerful, if it can adapt correctly its strategy depending on the oppo-
nent's behavior and not by the opponent’s name, and also if it can do this during the
game and not only before its start. In this way, we tried to adapt our team to some un-
expected situations, which are generated by differently playing style of our opponents.
In the real soccer, the role of the coach during the game is very important, and his im-
portance is motivated not only because of the players that he is changing, but because
of many good advice that he gives to his team during the game. In the same way, we
must really think to the power of the coach and how we can involve him, more and
more, in our simulator.
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Appendix A. RSA accumulator construction


